BIOGRAPHIES
1- Stewart Roberts has 17 years of experience with the Federal Bureau of Investigation (FBI) and is currently the Unit Chief (UC) of the Cyber Task Force Unit.  This unit is developing and supporting Cyber Task Forces across the United States.  From 1998 to 2002, UC Roberts supervised the San Diego Cyber Squad which was one of the FBI's 16 regional squads dedicated to Cyber investigations.  UC Roberts also played an important role in the development of the San Diego Regional Computer Forensics Laboratory.

        Prior to his involvement in the Cyber Program, UC Roberts directed squads that addressed Health Care Fraud, Governmental Fraud, Civil Rights matters, and background investigations.  As a Case Agent, UC Roberts focused on White Collar Crime.  He was instrumental in the "Operation Disconnect" and the "Senior Sentinel" cases, two important initiatives that targeted illegal telemarketing.  UC Roberts testified as an expert in telemarketing fraud at numerous trials.  He has an Accounting degree from the University of Connecticut.

2- Valerie J. McNevin, Esq., is the Director of the Homeland Security Initiative for the Colorado Institute of Technology. She is a public policy and international legal consultant in electronic commerce.   She served as the first Chief Information Security Officer and Privacy Officer for the State of Colorado.  She is an advisor to the U.S. Treasury International Technical Assistance Office and a consultant with the World Bank.  She recently co-authored a World Bank paper entitled Electronic Security: Risk Mitigation in Financial Transactions.  She lectures, trains and consults with public, private and non-profit entities on critical thinking skills in architecting change in the telecommunications and financial services industries.   She is a co-founder of the Center for Global Leadership in Trust, also known as the Center for Public Trust, headquartered in Colorado.


A member of the Colorado and Illinois bars, Ms. McNevin is an accomplished attorney with twenty years of litigation and transactional experience in telecommunications and financial services law.   She has practiced in private industry as well as on a state and federal government level.   Her practice expertise is in negotiating, structuring and documenting complex, multi-party electronic commerce activities.   In addition, she is a trained arbitrator/mediator.


A Fellow of the W. K. Kellogg Foundation,  Ms. McNevin’s research  focuses on how technology impacts  public trust in democracies and their financial systems.  She has an LL.M. in European Community Law from the University of Leicester in Leicester, England.  Her dissertation analyzes the key policy issues concerning the free movement of capital in an information- based society.   She holds an LL.M. in International Banking Law from Boston University School of Law, Boston, Massachusetts, where she ranked second in her class.  She also holds a Diploma in Mainland Chinese Law from the University of East Asia in Macao.  Her J.D. was obtained from Gonzaga School of Law in Spokane, Washington.  She holds a B.S.  in Telecommunications. 


From 1995-1999, Ms. McNevin developed and  taught a cutting-edge course on electronic commerce entitled “International Electronic Financial Services Law” at the Morin Center for Graduate Banking Law at Boston University School of Law in Boston, Massachusetts.    The Morin Center is an international center for banking law studies, with approximately 45-50 countries represented annually.  Prior to teaching at the Morin Center,  Ms. McNevin was Visiting Professor of International Law at the University of Colorado School of Law in Boulder, Colorado.  There she taught International Business Transactions and Public International Law.  She has lectured on Electronic Commerce Law, International Law, Banking Law and International Arbitration at numerous law schools.  


Ms. McNevin is the recipient of numerous awards, is affiliated with a number of professional organizations and sits on numerous boards.  She is a member of the American Law Institute. She served as Chair of the Task Force on Electronic Commerce for the International Section of the American Bar Association for four years.  She also served as a member of the Committee for Law in Cyberspace.  She is a sitting member of the Committee on Foreign Relations in Denver, Colorado and is an Advisory Board Member for the Journal of International Environmental Law & Policy at the University of Colorado School of Law and the CIBER Board.  She is a citizen of the United States and of Canada.

3- Doris Gardner is a Supervisory Special Agent in the FBI Office in Charlotte, North Carolina where she supervises a cyber crime and infrastructure protection squad.  She holds bachelor’s degrees in mathematics and computer science from Catawba College, Salisbury, N.C.  Her master’s degree is in theoretical mathematics from Wake Forest University, Winston Salem, N.C.  Within two months of the creation of the computer crime squad, agents from the squad solved the Lowe’s bombing investigation through the electronic trail of an e-mail message.

Prior to being assigned to FBI Charlotte, she was assigned to the National Infrastructure Protection Center (NIPC), at FBI headquarters.  As a headquarter’s supervisor, she managed the infrastructure protection and computer crime program for the southeastern offices of the FBI.  Special Agent Gardner was selected to run a multi-federal agency crisis action team which investigated hundreds of intrusions  into government systems during 1998-1999.  This investigation utilized numerous high tech investigative tools such as data wiretaps, pen registers and traps and traces.  Additionally, while at FBI headquarters, she provided international computer crime investigator’s training to the International police in Russia, Malaysia, Singapore, Thailand, Poland, Romania and Hungary.  She served as the chairman for Interpol’s High Tech Crimes Region, which includes North, Central and South America from 1997-1999.


Prior to being assigned to FBI headquarters, she was assigned to the FBI’s Baltimore division and was the case agent on an FBI undercover operation called "Innocent Images."  The Innocent Images investigation targeted individuals who: 1) used the Internet to meet and lure minors into sexually explicit relationships, and 2) used the Internet to distribute or trade child pornography.


Prior to becoming an agent, SA Gardner served as a computer scientist at FBI headquarters.  As a computer scientist, she provided technical support to large investigations like VANPAC, which involved the mailing and explosion of two pipe bombs, one exploding in Atlanta, GA killing a lawyer and one in Birmingham, AL, killing a federal judge.

4- Mr Manuel LEZERTUA

Born in Bilbao (Basque Country), Spain, in 1957. Married, two children, aged 10 and 7.

Studied in the French School of Bilbao (1960-1972) and Getxo High School (1972-1975).

Graduated with honours in Law at Deusto University (Bilbao), in 1980, and King's College (London), in 1982 (LLM).

Worked for the Basque Government (Department of Presidence and Justice) from 1983 to 1985, and as a Lawyer for the Constitutional Court of Spain from 1992 to 1994.

Experience in the Council of Europe:

· in the European Social Charter, 1986-1988;

· in the European Commission of Human Rights, 1988-1992;

· in the Committee of Ministers, 1994-1996;

· in the Directorate of Legal Affairs (Department of Crime Problems) from 1996 up to now. Head of the Economic Crime Division;

· Executive Secretary of the Group of States against Corruption – GRECO from 1999.

Lecturer in European Human Rights Law at:


- the International Institute of Human Rights (Strasbourg), since 1988;


- Deusto University (Institute of European Studies), since 1992;

- University of Navarra (Faculty of Law), since 1995.

Many publications in Human Rights Law, European Integration and International Criminal Law. 

5- James Vigil is a Foreign Affairs Officer at the U.S. Department of State Bureau for International Narcotics and Law Enforcement Affairs (INL) with responsibility for the Critical Infrastructure Protection, Cyber Crime and Intellectual Property Rights Crime portfolios.  A native of California and a graduate of UCLA and Harvard Law School, James joined the Department of State in 1998, after serving seven years at the Department of Justice, both as a Trial Attorney and in policy work in the Office of the Associate Attorney General.  He received an Outstanding Performance Award at the Justice Department for his work on voting rights cases and a State Department Special Achievement Award for his work on anticorruption initiatives.  A member of the State Department task force on Y2K, James helped evolve the first US international cyber security outreach strategy.  Subsequently, as part of the government’s cyber security working group, he has participated on numerous U.S. Government delegations to bilateral and multilateral meetings on cyber security and cyber crime.  More recently, James helped originate the first-ever Organization of American States Cyberspace Security meeting in Buenos Aires, Argentina.  He also manages the INL intellectual property rights and cyber crime training and technical assistance program.  A member of American Bar Association and the Hispanic National Bar Association, he participated in drafting ABA guidebooks on cyber crime and cyber security and was a panelist on cyber crime issues at the 2001 Hispanic Internet Summit in San Juan, Puerto Rico, and the 2003 Hispanic National Bar Association Convention in San Jose, California.
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Senior Counsel

Computer Crime and Intellectual Property Section

U.S. Department of Justice

Chair

Organization of American States, REMJA

Group of Government Experts on Cybercrime

Mr. Bailey has been an attorney with the Justice Department since 1991.  In September 2000, Mr. Bailey joined the Computer Crime and Intellectual Property Section (CCIPS), where he has prosecuted and developed cases involving federal violations of computer crime and intellectual property statutes and served as the liaison to the federal law enforcement agencies.  He has also advised DOJ attorneys on matters related to computer crime and intellectual property, including searching and seizing electronic evidence, computer and network intrusion, the Electronic Communications Privacy Act, and online undercover investigations.  

Mr. Bailey has also served as legal counsel in the U.S. Justice Department’s Terrorism and Violent Crime Section, where he handled trials and investigations, assisted in the negotiation of international treaties concerning terrorism, and managed issues related to the Department’s regulations concerning intelligence surveillance, intelligence investigations, and the use of intelligence information in criminal proceedings.  Mr. Bailey has also served as Special Counsel and Special Investigative Counsel to the Inspector General of the U.S. Department of Justice. 

Mr. Bailey received his B.A. from Yale University in 1987 and his J.D. from Yale Law School in 1991.   
7- Special Agent Richard Porth is a United States Secret Service Agent assigned to the Houston Field Office.  His current assignment is in the High Technology Electronic Crimes(HITEC) task force.  Special Agent Richard Porth is a member of the the Secret Service Electronic Crimes Special Agent Program (ECSAP) and has earned his Certified Information System Security Professional(CISSP) and Encase Certified Examinar(EnCE) rating.
8- MICHAEL SAMWAY is Associate General Counsel and Legal Director for Latin America & Canada at Yahoo! Inc.  He’s responsible for managing all legal work related to search, commerce, content, and communications platforms for Yahoo! properties in the Americas, including Yahoo! Argentina, Yahoo! Brasil, Yahoo! Canada, Yahoo! Canada en français, and Yahoo! México as well as for Yahoo! en español, aimed at the U.S. hispanic market.  Samway’s work includes negotiating and drafting agreements for distribution partnerships, licensing arrangements, and acquisitions as well as managing issues relating to public policy, law enforcement, privacy, intellectual property disputes, and general litigation.  Previously, he was an attorney at White & Case in the Latin America Practice Group, where he specialized in capital markets transactions, mergers and acquisitions, and general corporate work.  He was a Fulbright scholar in Chile and has published numerous articles on law-related subjects in Latin America.  Samway earned bachelor’s and master’s degrees from Georgetown University’s School of Foreign Service and a J.D./LL.M. in international and comparative law from Duke University School of Law.
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Trial Attorney

Computer Crimes & Intellectual Property Section

United States Department of Justice
Todd is a graduate of Amherst College, with majors in physics and philosophy, and Harvard Law School.  After law school, Todd practiced for three years with the law firm of Davis Wright Tremaine in Seattle, Washington, specializing in litigation and First Amendment and Intellectual Property Law.  In 2000, Todd accepted a clerkship with the Honorable Richard C. Tallman, United States Court of Appeals for the Ninth Circuit.  

Todd is now a trial attorney with the Computer Crime and Intellectual Property Section of the United States Department of Justice.  An adjunct professor of law at American University, Todd has written extensively on terrorists’ use of the Internet to raise and move funds and on appropriate sentencing for computer crime violations.  He also serves as Head of the United States Delegation to the Organization of American States Group of Experts on Cybercrime and the vice-chairman, or “Rapportuer,” to the G8 Sub-Group on High-Tech Crime.
10 -Don Paul Colcolough                                                                                             
· Don Colcolough’s title at America Online Inc. is Director of Investigations and Online Security.  He is in the America Online Corporate Legal Department within the Compliance and Investigations Section.  He has spent his entire AOL tenure of ten years in the abuse, security, and investigations arena.   Mr. Colcolough managed the America Online Inc. Network Security and Investigations department (NSI) for eight years prior to joining the AOL Corporate Legal Department in 2001.  The range of abuses that Mr. Colcolough’s operations investigates are child pornography, child exploitation schemes, account and network intrusions, online stalking, software piracy, virus and Trojan Horse program production, production and use of hackware utilities, and online credit card fraud to name a few.

· Mr. Colcolough graduated from the University of Tennessee in 1985 with a Bachelors degree in business with a concentration of business systems.

· Mr. Colcolough has been involved in thousands of US Federal, State, US military, and local law enforcement investigations that involve the use of computers and/or computer networks within the crime.  He is considered an expert by all US Federal and many States and US military courts in areas of AOL, e-mail technology, Internet protocols, file transfer protocols, and many operating systems and computer application forensics.  As of 2004, he has testified in more than 150 US Federal, State and US military trials involving criminal abuse on or related to the AOL owned networks.

· Mr. Colcolough has delivered educational lectures to many US Federal, State, US military, and International law enforcement agencies within the last ten years in order to educate them on properties of investigating and prosecuting cases of crimes that relate to computers and/or computer networks.  He is a routine guest lecturer at the FBI Academy in Quantico, VA and the Federal Law Enforcement Training Center in Brunswick, GA, the US Naval Justice School, and the US DOJ’s National Advocacy Center, the US National White Collar Crime Center, the National White Collar Crime Center, and the National Center for Missing and Exploited Children.

· Mr. Colcolough sits on the US National Cybercrime Training Partnership’s Industry & Academia Portfolio, the US Electronic Crime Partnership Initiative - Co-Chair of the Technical Assistance Group, the US Digital Evidence in the Court Room Technical Working Group, FBI's Internet Fraud Complaint Center’s Industry Working Group, US National Center for Forensic Science’s Computer Forensic Advisory Committee.

· Mr. Colcolough has received the United States Department of Justice Commendation Award - October 1997, High Technology Crime Investigation Association Award - March 1999, Federal Bureau of Investigation - Exceptional Service in the Public Interest Award - March 2000, Federal Bureau of Investigations White Collar Crime Program Award and Special Recognition for Outstanding Support - April 2001, National Missing and Exploited Children's Award - Congressional Breakfast - May 2001,  May 2002 and May 2003, and the Computer Crime and Forensics Symposia Excellence Award - August 2001

