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ADDITIONAL CONFIDENCE-BUILDING MEASURES (CBMs)
TO PROMOTE COOPERATION AND TRUST IN CYBERSPACE

(Agreed on during the fourth plenary session held on October 27, 2022)[footnoteRef:1] [1:  Ad referendum Brazil and Jamaica.] 




1. Encourage and promote the inclusion, leadership, and effective and meaningful participation of women in decision-making processes linked to information and communication technologies by promoting specific actions at the national and international levels, with the aim of addressing dimensions around gender equality, and the reduction of the gender digital divide, in line with the women, peace, and security agenda.

2. Promote study, discussion, development, and capacity-building at the national and international levels regarding the application of international law to the use of information and communications technologies in the context of international security by promoting voluntary exchanges of positions and national vision statements, opinions, legislation, policies, and practices on the subject, in order to promote common understandings.

3. Promote the implementation of the 11 voluntary, non-binding norms on responsible State behavior in cyberspace adopted by resolution 70/237 of the General Assembly of the United Nations and promote reporting on these efforts taking into account the national implementation survey.

4. In the sphere of information and communication technologies, promote work and dialogue with all stakeholders, including civil society, academia, the private sector, and the technical community, among others.

5. Develop national cyber incident severity schemas and share information about them.
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