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OEA/Ser.K/XLIX.6
FOR PUBLIC SECURITY IN THE AMERICAS (MISPA-VI)
MISPA VI/doc.5/17
October 10 and 11, 2017
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Original: Spanish
PROCEDURE FOR THE THEMATIC PANELS INCLUDED IN THE DRAFT SCHEDULE FOR THE SIXTH MEETING OF MINISTERS OF PUBLIC SECURITY OF THE AMERICAS
OBJECTIVE AND DISCUSSION STRUCTURE 

To foster an interactive dialogue to identify progress, challenges, and specific proposals relating to the thematic area assigned to each panel, for the purpose of developing possible future working agendas. 

FORMAT AND PROCEDURES 

Each panel will consist of four panelists, including ministers of member states. The discussions will be moderated by an expert or high-level figure in the area. 

· The Chair of the MISPA will introduce the topic, moderator, and panelists for each panel. (3 min.)

· The moderator will open the dialogue with a brief introduction. (3 min.) 
· The moderator will then ask the panelists questions to start the discussion. Panelists will have a maximum of 5 minutes to respond to the question(s). 
· The session will then be opened for dialogue with the participants (member states), at which point they will be invited to make interactive remarks, of no more than three minutes, based on the suggested discussion questions.
· During the interactive dialogue, precedence will be given the ministers, heads of delegation, and high-level figures requesting the floor. 
· Participants are encouraged to observe the proposed procedures on time use to ensure the broadest participation possible.
· At the end of the dialogue, the moderator will open a 12 to 15-minute period for the panelists to respond to the questions posed and offer their final remarks (3 minutes per panelist). 

· The moderator will take 2 minutes to make final remarks and conclude the panel.
PARTICIPANTS
The panels are open to the participation of OAS member states, permanent observers, and representatives of international and regional organizations. 
ROLE OF THE MODERATORS
To ensure that the dialogue among the panelists, as well as between the panel and participating delegations, is interactive and dynamic, with comments and questions. They will also focus the discussion on identifying progress, challenges, and specific proposals relating to the thematic area assigned to each panel. They will work to ensure the effective use of time, pursuant to the established procedures, to give the largest possible number of interested participants the opportunity to engage. The moderators are invited to provide brief introductory remarks to open the panel, as well as a summary of the main points covered to conclude the discussion. 
ROLE OF THE PANELISTS 

The panelists are invited to delve into and/or supplement the topics and questions related to each panel’s topic. They are encouraged to provide examples of best practices and their own recommendations to the participants for further discussion. They are urged to give priority to informal dialogue and interactive interventions over prepared remarks. As part of the dialogue, they are invited to respond to the questions and/or comments made by participants. 
RAPPORTEUR
At the end of each panel, the OAS General Secretariat, in coordination with the rapporteur chosen by the MISPA and the moderator for each panel, will prepare a brief report underscoring the main topics discussed, the progress and challenges identified, and the main proposals presented during each panel. This will be distributed to the member states as a record for future work of the MISPA and its working groups. The purpose of these reports it not to provide detailed minutes of the discussions or to create new mandates for the Organization. 

PANEL TOPICS 

Objectives
· Study the topic of public security management to identify challenges and how to move forward with the key aspects of the topic. 
· Strengthen the role of the OAS in the region in terms of multidimensional security to encourage a more comprehensive, balanced, and effective strategy, as well as to bolster the role of the MISPA processes as a forum for debating these topics and developing new approaches, in order to continue creating input for the international debate. 
PANEL I: INTER-AGENCY COOPERATION, COORDINATION, AND COMMUNICATION.
Context
National public security systems are made up of various subsystems or institutional stakeholders, both government and non-government. Inter-agency cooperation, coordination, and communication are critical to good public security, in terms of its preventive aspect, as well as in the area of criminal investigation and subsequent reintegration process, and the police reform process and its link to the stakeholders of the system. Lastly, the aim is to debate under this item best practices in designing integrated national public security systems.

Trigger questions
· What are the main obstacles impeding cooperation, coordination, and communication among governmental institutional subsystems or actors, and between them and nongovernmental institutional actors?

· How can those obstacles be overcome, and cooperation, coordination, and communication enhanced, among governmental institutional subsystems or actors, and between them and nongovernmental institutional actors? What specific actions have been carried out, or tools designed and implemented, to that end?

Date and time: Tuesday, October 10, 2017, 3:00 p.m. – 4:30 p.m.
PANEL II: DESIGN AND IMPLEMENTATION OF INFORMATION AND KNOWLEDGE SYSTEMS FOR BETTER PUBLIC SECURITY MANAGEMENT 
Context
Public institutions that are part of the public security system need integrated, shared information systems to help improve decision-making on public security management. The aim is to discuss national, subregional, and regional mechanisms that facilitate informed decision-making. Likewise, reliable and up-to-date information strengthens links between the entities that design and implement public policies and research centers and think-tanks. 
Trigger questions
· What measures are needed to ensure that security policy decisions are both increasingly informed by reliable, valid, and current data, and evidence-based? 
· How can new information and communication technologies underpin, expedite, or enhance the specific processes and work of national public security systems and their component subsystems? What are some of the obstacles that agencies face in incorporating new information and communication technologies, and how can they be overcome?

· How can national public security subsystems and their component subsystems harness expertise (that they possess, capture, or generate) to maximum effect in order to achieve strategic objectives and operational goals, perform their assigned tasks, and learn from what they and others do, in order to enhance public security management? 

Date and time: Wednesday, October 11, 2017, 9:00 a.m. – 10:30 a.m.
PANEL III: PUBLIC SECURITY TRANSPARENCY, MONITORING, AND OVERSIGHT MECHANISMS.
Context
The region has made progress over the last few years in terms of public security transparency, monitoring, and oversight. This item is intended to discuss the security sector’s internal and external oversight mechanisms, access to quality public information through the use of new information technologies, and the application of results-based management techniques to facilitate evidence-based decision-making and improve public policies on public security. 
Trigger questions
· What internal and external oversight mechanisms are in place and which have proved most effective in terms of contributing to the integrity of the government subsystems that make up national public security systems and as regards shielding them against corruption?

· Based on experience and lessons learned, which institutional processes and mechanisms ensure accountability in the operations of the government subsystems that make up national public security systems, in terms of management (achievement of objectives, goals, and results), use of allocated funds, respect for human rights, appropriate use of force, and other aspects. 

· How have nongovernmental institutional actors (civil society organizations, universities, observatories, media organizations, and other nonstate actors) helped to enhance transparency and accountability in the government subsystems that make up national public security systems?

Date and time: Wednesday, October 11, 2017, 11:00 a.m. – 12:30 p.m.
� FILENAME  \* MERGEFORMAT �RM00220E01.doc�








