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**Inter-American Committee against Terrorism (CICTE)**

1. To reiterate that dialogue, capacity building, the exchange of best practices and experiences, and international and regional cooperation are key elements for comprehensively addressing in our region the multidimensional challenges arising from terrorism and violent extremism that can lead to terrorism, and, therefore, to approve and support the implementation of the CICTE Work Plan 2023–2024, both financially and politically.
2. To promote the creation and strengthening of synergies and collaboration mechanisms that benefit and support member states in preventing and combating terrorism and violent extremism, from a comprehensive approach, with a gender perspective and inclusiveness, based on the particular needs of the region, in full accordance with the rule of law, international law, international humanitarian law, and human rights, and consistent with the United Nations Global Counter-Terrorism Strategy and its Plan of Action to Prevent Violent Extremism.
3. To request that the CICTE Secretariat support member states that so request and, to the extent that human and financial resources are available, to strengthen their national coordination mechanisms to prevent and counter terrorism and violent extremism, and facilitate the exchange of information and lessons learned, and capacity building, in order to prevent and address existing, emerging, and potential threats to peace and security in the Hemisphere.
4. To request that the CICTE Secretariat, in accordance with its approved annual Work Plan, continue to support member states that so request with technical and legislative assistance in order to strengthen and underscore the importance of:
	1. efforts to prevent and combat violent extremism that can lead to terrorism, paying particular attention to the study of the trends and challenges of the *offline* effects of *online* activity, as well as to preventing and combating the use of information and communication technologies for terrorist purposes and violent extremism; the foregoing from a multidisciplinary perspective and with the voluntary collaboration of the private sector, civil society, and academia;
	2. the role of sport as an agent of change to prevent terrorism and violent extremism that can lead to terrorism, as well as the need to further strengthen security measures in the context of major sporting events;
	3. Resilience to the growing threat that malicious cyber activities pose to the critical infrastructure/essential services of the region, and strengthen hemispheric cooperation and coordination to prevent and mitigate those threats, including through the hemispheric Network of Government Cyber Incident Response Teams (CSIRTAmericas Network).
5. To thank the Government of Mexico for organizing the twenty-third regular session of the Inter-American Committee against Terrorism (CICTE), held in Mexico City on May 17 and 18, 2023, and to convene the twenty-fourth regular session of CICTE in the first half of 2024.

**Advancing cybersecurity**

1. To welcome the efforts of CICTE to implement norms and confidence-building measures; responsible state behavior in cyberspace; cooperation in cyberspace; and capacity building to continue to address shared threats in cyberspace, including malicious cyber activities against critical infraestructure.
2. To take further steps to promote information sharing and technical cross-regional support, including by/with UN organs, on the impact of cybercrime, with the aim of preventing and mitigating its effects.
3. To request that SMS, through the CICTE Secretariat, continue to support Member States in developing and/or revising cybersecurity strategies and/or programs, and to continue to foster the exchange of information, experiences and good practices, as well as to continue supporting cybersecurity capacity development. In that regard, to foster synergies with other multilateral cybersecurity processes, including analysis of existing and potential threats; international law; international humanitarian law, norms, rules and principles of responsible state behavior; confidence-building measures; capacity building; and a gender perspective.
4. To request that in 2024, the SMS, through CICTE, convene a hemispheric meeting of high-level authorities on cybersecurity and ICTs in order to reflect on the current cyber threat landscape and develop a regional agenda on cybersecurity and critical infrastructure protection.

**Confidence- and security-building measures in the Americas**

1. To thank the Government of Mexico for hosting the fourth meeting of the CICTE Working Group on Cooperation and Confidence-Building Measures in Cyberspace in Mexico City on October 27, 2022, and to recommend adopting the five confidence-building measures  CICTE/GT/MFCC/Doc.4 Rev.1 agreed upon at the meeting and include them in the OAS consolidated list of CBMS:
	1. Encourage and promote the effective and meaningful inclusion, participation and leadership of women in decision-making processes linked to information and communication technologies by promoting specific actions at the national and international levels with the aim of addressing the dimensions around gender equality, and the reduction of the gender digital divide, in accordance with the women, peace, and security agenda.
	2. Promote studies, debate, development, and capacity building at the national and international levels in relation to the application of international lawand international humanitarian law regarding the use of information and communications technologies in the context of international security by promoting voluntary exchanges of positions and national vision statements, opinions, legislation, policies, and practices on the subject, in order to promote common understandings.
	3. Promote the implementation of the 11 voluntary, non-binding norms on responsible State behavior in cyberspace adopted by resolution 70/237 of the General Assembly of the United Nations and promote reporting on those activities, taking into account the national implementation survey.
	4. Promote work and dialogue with all stakeholders in the information and communication technology space, including civil society, educational institutions, the private sector, and the technical community, among others.
	5. Develop national cyber incident severity schemes and share information on cyber incidents.

**Inter-American Convention against Terrorism**

Request that OAS member states implement the Final Declaration (OEA/Ser.K/L.1/RCEPTER/DEC. 1/22) and Recommendations (OEA/Ser.K/L.1/RCEPTER/doc.5/22 rev.6) of the States Parties to the Inter-American Convention Against Terrorism issued on September 12, 2022.
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